MAJETI SIVA RAM

Cyber Security Analyst
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**TECHNICAL SKILLS**

# SIEM :

Splunk , Azure Sentinel & Qradar

## EDR : Falcon Crowdstrike TICKETING TOOL

Service now

# DLP

Forcepoint

# AI & ML Tools (LLM Models)

## Phishing Email analysis Security Incident Management Email Security

Microsoft Defender

# XDR

Trend Micro

## Vulnerability Scanner

Nessus

## Firewall

Palo Alto

## Antivirus

Trend Micro Apex One

## Scripting

Power Shell

## Firewall

Sophos

Results-driven Cyber security Professional with over 3+ years of experience as a Associate Cyber Security Analyst, specializing in threat detection, incident response, and security operations. Proficient in leveraging SIEM tools, EDR solutions, and vulnerability management to safeguard enterprise assets against evolving cyber threats. Seeking to contribute my expertise in security monitoring and risk mitigation to a dynamic cyber security team, enhancing organizational resilience and defense strategies.
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**CAREER OBJECTIVE**

Passionate about continuous learning and implementing innovative security solutions to strengthen cyber security posture.
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**WORK EXPERIENCE**
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![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAgAAAAICAYAAADED76LAAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAfklEQVQYlYWPoQ3DMBBFf1JZKrE6QtmxeoJT1zC/wco9QFBYlzh5gfDKwNIZXGkUtcqj74P34e5Q1SQiCxEZEZmILKqa3B2Tqqac87u1dsOOGOOnlPK89N5ftdYHDpjZddu2+0RENsYIxwEAhBDG/EvsmZl5/SeZeT2NxNnNL5MfTZnanSLIAAAAAElFTkSuQmCC) Hands-on experience in identifying, analyzing, and mitigating threats using Trend Micro XDR's extended detection and response capabilities.

![](data:image/png;base64,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)

**EDUCATION**

## Bachelor of Technology (B.Tech)

JNTUK
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**DECLARATION**

I do here by confirm that the information given in this form is true to do the best of my knowledge and belief.

# MAJETI SIVARAM

Experience with SIEM tools like Splunk and IBM QRadar, conducting in-depth log analysis, correlation, and threat hunting.

Strong exposure to vulnerability management using Nessus, ensuring compliance with security best practices.

Experience with ticketing tools like ServiceNow, creating and managing incidents for effective resolution.

Investigate and mitigate phishing email threats by leveraging Microsoft Defender for Office 365 tools. Manage IDS/IPS alerts, firewall traffic (Sophos), and security logs to detect and respond to anomalies.

Hands-on experience in endpoint security solutions like Falcon CrowdStrike EDR for threat detection, analysis, and response.

Monitor and analyze Data Loss Prevention (DLP) incidents using Forcepoint, ensuring data security compliance.

Perform threat intelligence gathering and analysis using Recorded Future to enhance proactive threat detection.

Conduct forensic analysis and deep-dive investigations to identify and respond to security breaches.

Utilize PowerShell scripting to automate security tasks, analyze logs, and improve SOC efficiency. Perform proactive threat hunting using SIEM, and EDR tools to detect and mitigate potential security risks.
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**ORGANIZATIONS**

Security Analyst

05/2023 – present | Hyderabad

## MANAS SOLUTIONS

SOC Analyst

11/2021 – 05/2023 | Pune